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1. Introduction  

1.1 Purpose 

The purpose of this Privacy Management Plan (the Plan) is to explain how the University of New South 
Wales (the University) manages personal and health information in accordance with the University’s 
Privacy Policy and following  applicable privacy laws:  

�ƒ Privacy and Personal Information Protection Act 1998 (NSW) (the PPIP Act) 

�ƒ Health Records and Information Privacy Act 2002 (NSW) (the HRIP Act) 

In particular, it deals with the Information Protection Principles  (the IPPs) and Health Privacy 
Principles (the HPPs) contained in the above acts.  These privacy principles regulate collection, 
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1.4 Definitions 

Appendix A contains the meaning of key terms. 

1.5 Review 

This Plan will be reviewed on an annual basis. 

2. About the University  

2.1 The University’s object and functions  

The University collects, retains, uses and discloses personal information in the course of meeting its 
object and exercising its  functions as set out in the University of New South Wales Act 1989 (NSW).  
The object of the University is the “promotion  within the limits of the University's resources, of 
scholarship, research, including health research, free inquiry, the interaction of research and teaching, 
and academic excellence.” 

The principal functions of the University include:  

�x the provision of facilities for education and research of university standard,  

�x the encouragement of the dissemination, advancement, development and application of 
knowledge informed by free inquiry, 

�x the provision of courses of study or instruction across a range of fields, and the carrying out 
of research, including health research, to meet the needs of the community, 

�x the participation in public discourse,  

�x the conferring of degrees, including those of Bachelor, Master and Doctor, and the awarding of 
diplomas, certificates and other awards,  

�x the provision of teaching and learning that engage with advanced knowledge and inquiry, 

�x the development of governance, procedural rules, admission policies, financial arrangements 
and quality assurance processes that are underpinned by the values and goals referred to in 
the functions set out in this subsection, and that are sufficient to ensure the integrity of the 
University's academic programs. 

The University has other functions including: 

�x the exercise of commercial functions comprising the commercial exploitation or development, 
for the University’s benefit, of any facility, resource or property of the University or in which the 
University has a right or interest 

�x generating revenue for the purpose of funding the promotion of its object and the carrying out 
of its principal functions  

�x developing and providing cultural, sporting, professional, technical and vocational services to 
the community  

�x general and ancillary functions as may be necessary or convenient for enabling or assisting 
the University to promote the object and interests of the University, or as may complement or 
be incidental to the promotion of the object and interests of the University,  

The functions of the University may be exercised within or outside NSW, including outside Australia. 

2.2 University records contain ing personal information  

In exercising its functions, the following records of the University may contain personal information:  

�ƒ student administration records relating to admission, identification, enrolment, academic 
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4. Collecting personal and health information  

4.1 Prior to collection of personal and health information:  

Before the University collects personal and health information it must:  

�ƒ consider alternatives to collecting the information so that data minimisations is prioritised  (only 
collect information that is necessary for the purpose it is being collected and which does not 
unreasonably intrude into the personal affairs of the individuals concerned)  

�ƒ for any new project or activity of the University that will involve the collection of such information 
not previously collected by the University, assess the project or activity to ensure the collection is 
lawful, fair, necessary and proportionate (via a PIA which is conducted by the Privacy Officer) 

�ƒ only proceed with new collections of personal and health information where the PIA determines 
that the collection is lawful, fair, necessary and proportionate  

�ƒ 
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�ƒ monitoring and auditing of access rights must be undertaken on a regular basis and at a minimum 
every 3 months 

�ƒ retention periods must be determined and documented for all personal  and health information 
that is held, such retention periods being consistent with the notice provided to the individuals 
concerned and any statutory retention obligations  

�ƒ plans for the secure destruction of personal and health informatio n must be documented and 







Page 11       
 

detailed statistical information to the Commonwealth.  This necessitates the collection of student 
ethnic or racial origin, which is also used for planning purposes in the University.  Similarly, some such 
information about staff may be required to comply with employment related laws.  

Examples of circumstances when sensitive information may be collected:  

�ƒ initiatives to assist Aboriginal and Torres Strait Island peoples wishing to study, including 
admission pathways , scholarships and other financial support 

�ƒ from participants in research projects , where such participants have been provided with a 
Participant Information Statement and have consented to providing the sensitive information, and 
the project has received approval from a HREC 

�ƒ trade union membership fees may be deducted from a staff member’s pay, and so this sensitive 
information may be held by the University for some staff. 

The information is retained in the University’s secure business systems.  Disclosure of sensitive 
information is only made with the consent of the relevant individual.  

10. Health records linkage system s 

The University health clinics collect health information and use health records linkage systems.   

Linkage systems are used for health information collected during research projects, in some clinical 
trials as well as University biobanks with health information held by the relevant health departments.  

11. Individual identifiers  

The University assigns a unique identifier to all students and staff (their zID).  Where a student is also 
a staff member (and vice versa), the same unique identifier will be used.  The zID is used to identify 
the individual in University business systems and is required to be provided by the individual when they 
interact with the University in their capacity as a student or staff member.  

12. Opportunity to remain anonymous 
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13. Accessing personal information  
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14. Amending personal information 

14.1 
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17. Mandatory Data Breach Notification Scheme 

17.1 Overview 
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�ƒ specify an address in Australia to which the applicant is to be notified after the completion of the 
review; and 

�ƒ be lodged with the University Privacy Officer within six months from the time the applicant first 
became aware of the conduct to be the subject of the review. 

The request for internal review should be lodged with the University Privacy Officer using the 
application form available at 




